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Don’t give away TOO much information
about yourself. 

It can be shared across the world



 

Don’t give away TOO much information

about yourself. 
Avatars rather than photos?



 

Treasure important things.
Passwords, contact details, school, home etc



 

YOUR digital footprint effects YOUR future



 

Our work in school includes….

Consent?



 

MoMo challenge…. Richard Smith March 2019 
‘My reading of it is that MoMo doesn’t have special powers to make 
people do risky or bad things, however it is a very scary image and 
students should tell their family if it pops up and not click on further.

Many people call it a ‘hoax’ but it should still be taken seriously as  
internet trolls have latched onto the fear it has instilled in both children 
and parents. Interactive content could be created to encourage 
dangerous decision making.’

This extract is useful 

‘Momo Challenge serves as a timely reminder that the Internet can be 
a dangerous place for both young and vulnerable minds.

Protecting your children as they use the Internet is paramount. This 
includes supervising what they see, blocking or preventing access to 
platforms that contain adult content, educating children on popular 
Internet threats, teaching them not to give away their personal 
information and perhaps most importantly encouraging an open 
dialogue where parents and children can be honest about what they 
encounter when using the Internet’



 

The ‘moving sands’ of social media 

Overall, Facebook remains the most popular social networking site in 
the UK by some distance with 32.6 million total regular users this year. 
Instagram’s user base will grow from 15.7 million to 18.4 million, 
Snapchat will surge from 14.8 million to 16.2 million while Twitter will 
grow from 12.4 million to 12.6  (The Guardian: Feb 19)

https://www.theguardian.com/technology/2018/feb/12/is-facebook-for-old-people-over-55s-flock-in-as-the-young-leave


 

Search more safely online with….



 

Be ‘Share aware’ with the NSPCC

https://www.nspcc.org.uk/preventing-abuse/keeping-children-safe/share-aware

https://www.nspcc.org.uk/preventing-abuse/keeping-children-safe/share-aware


 



 

Source 
https://nationalonlinesafety.com 

for schools and families

https://nationalonlinesafety.com/


 

A great website, updated regularly



 

Game chat rooms can be dangerous. 
Who are the other players?

Thanks to



 

Be Net Aware with the NSPCC

https://www.net-aware.org.uk/


 

Develop your knowledge

Created by Safeguarding Squad at 
Apley Wood Primary. Telford



 

SETTINGS

Thanks to the 
creator of this. I 
did look for the 
original source.



 

Young children should not be using YouTube. Download this instead

Or download a range of apps that are age appropriate and can be used offline. 



 

National Online Safety is a great site for schools and families. See
https://nationalonlinesafety.com

 

https://nationalonlinesafety.com/


 

Google and 
Microsoft family 

settings



 

https://www.uswitch.com/mobiles/reviews/monqi-phone-review

Phone ready? Consider the range of new ideas on offer

https://www.uswitch.com/mobiles/reviews/monqi-phone-review


 

Quote from a 6 year 
old to Mr Smith in 

2018…..
’Now I’ve got my Xbox
I never use my bike!’

Set up a system that you stick to and
find out about ‘digital timers’ 
from your Internet Service Provider

There are also apps you can buy or
subscribe to (eg Screenlimit)

Setup family accounts 

OS12 from Apple allows time 
management of devices



Learning and talking

 Who are those online ‘friends’?
 Why do they want to chat with you?
 Web cams can be accessed remotely (with virus)
 Be in charge of internet settings and timings
 Share worries with people you trust (or 

contact/report to an organisation



Learning and talking (2)

 Count to 10 before you send
 Change privacy setting
 Model safe and responsible behaviour online
 Blocking is possible. Be strong.
 Continue to educate yourself to stay up to date



Extra information follows.

Useful for a more in depth understanding

Subscribe to the FREE Esafety magazine called 
#DITTO from Alan Mackensie

https://www.esafety-adviser.com/latest-newsletter

Follow the work of https://nationalonlinesafety.com

Tell others about Richard Smith at 
www.amazingict.co.uk

https://www.esafety-adviser.com/latest-newsletter
https://nationalonlinesafety.com/
http://www.amazingict.co.uk/


Broadcasting 
from 

anywhere

Live in 3…2…1

Live streaming, sometimes 
known as “going live”, is 
the broadcasting of  live 
videos over the internet. 
Videos are unedited and 
are viewed in real time- 
similar to Live TV.

CEOP: #whoisSam video 



Being ‘connected’ is 
both positive and 

negative
So much 

information

‘Allowing all Snapchat friends (some of 
whom may be strangers) to see this 
information can present a risk to young 
people, as they will be able to see their 
exact location in real time. Also sharing 
a mobile number means they may be 
added on Snapchat’ 

Ghostmode and settings are key 



 

How do you manage screen time?



 

Who can be a Blocker Hero?

Thanks to





 

Do you support
your children 
to be age 
honest?



 
Which of these is a famous person?

1. Paul Logan

2. Paul Gogan

3. Logan Paul

4. Trojon Paul

What does he do?
 
Would your children know who he is?
 
Is he a good role model for your children?



 

The controversy began when Mr Paul uploaded a video to his channel that was 
taken in Aokigahara, the Japanese area sometimes referred to as a "suicide forest". 
While there, he and his friends came across the body of a man who had died by 
suicide – and Mr Paul was filmed standing next to the corpse ...



500 million users worldwide



 

Can your family
help the security
of the Internet 
in the UK? See..



Don’t get hacked

N.H.S.

Screen

2017



 

Do you 
encourage
password 
security in
your family?



Worst Passwords Ever 

More than half of the 
world's computer users 
use one of the top 25 
most common 
passwords



Find out more…….. and tell others

Richard Smith    www.amazingict.co.uk

http://www.amazingict.co.uk/

	Slide 1
	Slide 2
	Slide 3
	Slide 4
	Slide 5
	Slide 6
	Slide 7
	Slide 8
	Slide 9
	Slide 10
	Slide 11
	Slide 12
	Slide 13
	Slide 14
	Slide 15
	Slide 16
	Slide 17
	Slide 18
	Slide 19
	Slide 20
	Slide 21
	Slide 22
	Slide 23
	Slide 24
	Slide 25
	Slide 26
	Slide 27
	Slide 28
	Slide 29
	Slide 30
	Slide 31
	Slide 32
	Slide 33
	Slide 34
	Slide 35
	Slide 36
	Slide 37
	Slide 38
	Slide 39

